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Product Overview





Introduction





This chapter �XE "Product overview"�describes the features and functions of SNMPc and provides a brief overview of the Simple Network Management Protocol (SNMP) and Management Information Base (MIB).





TCP/IP Protocol Suite





The TCP/IP protocol �XE "Internet: Protocol"��XE "TCP/IP protocol: overview"�suite is a set of protocols for inter-computer communication, including network level (Internet Protocol), transport level (Transmission Control Protocol or TCP), and application level protocols (Telnet terminal emulation). TCP/IP originated as a research project funded by the U.S. Department of Defense. It has been used for many years in two country-wide networks, the ARPANET and MILNET. In the last several years, TCP/IP has become a very popular protocol for use with a variety of multi-user computer systems and engineering workstations. Most UNIX computers use TCP/IP over Ethernet as the main inter-computer networking technology. More recently TCP/IP has also become popular among PC users, particularly as a means for communicating with large multi-user computers.





Simple Network Management Protocol





The Simple Network Management Protocol (SNMP) �XE "Simple Network Management Protocol (SNMP)"�is a member of the TCP/IP protocol suite. SNMP generally uses the User Datagram Protocol (UDP) �XE "User Datagram Protocol (UDP)"�to exchange messages between a management Client, such as SNMPc, and an Agent, residing in a network node. 





SNMP encompasses three main areas:





1) A small set of management operations.





2) Definitions of Manageable Variables�XE "Manageable: variables"�.





3) Data representation�XE "Data representation"�.


�
SNMP is, as its name suggests, very simple. The operations allowed are: Get, GetNext, and Set. These functions operate on variables that exist in network nodes. Examples of variables include statistic counters, node port status, and so on. All of the SNMP management functions are carried out through these simple operations. No action operations are available, but these can be simulated by the setting of flag variables. For example, to reset a node, a counter variable named "time to reset" could be set to a value, causing the node to reset after the time had elapsed.





SNMP variables are defined using the OSI Abstract Syntax Notation One (ASN.1)�XE "Abstract Syntax Notation 1"�. ASN.1 specifies how a variable is encoded in a transmitted data frame; it is very powerful because the encoded data is self-defining. For example, the encoding of a text string includes an indication that the data unit is a string, along with its length and value. ASN.1 is a flexible way of defining protocols, especially for network management protocols where nodes may support different sets of manageable variables.





The set of variables that each node supports is called the Management Information Base (MIB)�XE "Management Information Base (MIB): described"�. The MIB is made up of several parts, including the Standard MIB, specified as part of SNMP, and Enterprise Specific MIB�XE "Enterprise Specific MIB: described"�s, which are defined by different manufacturers for hardware specific management. 





SNMPc Features





SNMPc is a network management tool based on the Simple Network Management Protocol (SNMP). SNMPc runs on the inexpensive PC/AT platform and can be used to monitor and manage SNMP products from any vendor. SNMPc features include the following:





�SYMBOL 183 \f "Symbol" \s 10 \h�	Runs under Microsoft Windows version 3.1. Uses Multiple Document Interface (MDI), allowing multiple simultaneous views of map levels, log files, statistics, etc.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Supports any Windows Sockets compatible TCP/IP stack.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Groups network elements into a hierarchical structure to represent cities, buildings, rooms, etc. Automatically places and draws networks. Supports multiple simultaneous views of map levels.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Automatically discovers all IP and IPX nodes and creates a network map.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Uses standard Windows icon representation of agent nodes and hierarchies. New icons can be created. Static or automatic icon selection based on node query.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Polls nodes at user-specified polling intervals. Displays node, port, and network status using different colors.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Generates Trigger alarms when counter thresholds are exceeded. Displays current status of threshold variables as Health Meters.


�
�SYMBOL 183 \f "Symbol" \s 10 \h�	Graphs or lists node statistic counters in real time.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Supports event filters to customize actions when events occur. Actions can include starting an API program. Lets you specify Event View Filters to view  a subset of the entire log file. Supports multiple simultaneous views of  one or more log files.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Lets you configure Agent products from any vendor using an advanced table view/edit facility. The MIB table structure is derived from MIB definitions, and you can add new table definitions.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Lets you view and edit individual MIB variables using a MIB browser.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Imports third party MIB definitions. Comes with all standard and experimental MIB's�XE "Standard and experimental MIB's"�, including IEEE Hub, RMON, and Token Ring. Many Enterprise Specific MIB's are also included.	





�SYMBOL 183 \f "Symbol" \s 10 \h�	Supports a complete Applications Programming Interface using the WinSNMP DLL API and the Windows Dynamic Data Exchange (DDE). Includes sample API program source code. Starts API programs when you double click on a node icon or when a user-specified event occurs.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Executes commands from user-defined menus to display tables, edit table entries, display real-time lists or graphs, and start API programs.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Prints map and log file reports.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Supports SNMP Proxy agents using different community strings and custom polling variables.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Graphically displays concentrators and other devices.





�SYMBOL 183 \f "Symbol" \s 10 \h�	Saves long term data polled from devices. Displays saved data as a scrollable graph, pie or bar chart. 





Includes TCP/IP applications: Telnet, TFTP, TFTPD, and BOOTP.





Includes RMON specific application programs.





Runs over HP OpenView / Windows version 7.2





Forwards alarms to any SNMP manager
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