Event Pager



The Event Pager application sends a message to a numeric pager when an SNMPc event occurs.  To use the event pager you must configure a set of pager users and also a set of SNMPc event filters to run the pager program when an event occurs.



Setting Up Pager Users



Run the Event Pager configuration program from the Network Manager program group.  The following dialog box is displayed.



�



Name is the user name and can be any string.



Node Mask is a pattern that matches an SNMPc Agent node name.  This must match a node name as it appears in the map.  Note that this does not match an IP address unless the IP address is used as the SNMPc node name in the map.  You can use the whole node name, or a pattern containing asterisk characters that match any substring.  For example, smcHub* matches smcHubEng and smcHubAcct.



Pager Number is the telephone number of the pager. 



Port is the workstation communications port to dial out on.  You must connect a modem to this port.



Delay is the amount of time to delay between dialing the pager number and sending the ID string (described below).



Speed is the modem baud rate.



The Mon-Sun check boxes specify what days this pager is active.  



Hours On Duty specifies what range of hours this pager is active.  These fields use 24 hour time.  Use zero in both fields if the pager is always active.



ID is the number that is sent to the pager.  This defaults to 505.  If the node name is an IP address, the address will also be sent to the pager.

�Use the Add button to add the user profile to the list of users.  Use the Change button to change the selected item in the list of users.  Use the Erase button to remove a selected item from the list of users.  After entering a Name, use the Find button to locate an entry in the user list.  



After you have created a set of pager user profiles, press the Done button to save them and exit the configuration program.



Setting Up SNMPc Event Filters



Select the Config / Event Actions command from the SNMPc frame menu.  Select an existing filter entry and press the Edit button.  Enter the required filter parameters, set the API Exec check box and select pager.exe as the API Exec program.  The following shows an example filter that will dial the pager when  a Repeater Health Change trap is received from device smcHub. 



� EMBED PBrush  ���



Press the Change button to change an existing filter entry, or press the Add button to add a new entry.  You can add several filter entries to call a pager when different events occur.  Please refer to Chapter 4, Command Reference, for a complete description of the Event Actions command.

�Telnet

�Telnet is a standard TCP/IP remote login and terminal emulation application.  It is usually available with any Windows TCP/IP package.  Many devices (e.g., Cisco, Allied Telesis) support telnet login for configuration purposes.  All UNIX computers support telnet login.  



SNMPc includes a simple telnet program for configuring devices.  This telnet will work with any Windows Socket TCP/IP stack (such as the Distinct stack included with SNMPc).



To use telnet you must connect to the telnet server in a foreign host.  Once connected, the input/output allowed and displayed in the telnet screen is fully dependent on the telnet implementation (e.g., UNIX terminal, Cisco configuration menus).  The following is a sample telnet login to a UNIX computer.



�



Telnet menus are described below.



File / Exit



Use the Exit command to terminate any active session and exit telnet.



Connection / Connect



Use the Connect command to connect to a foreign host.  The following dialog prompts for an IP address and UDP port number for the telnet server.

  

�



You can enter any IP address or host name.  The UDP port is normally 23.

�Connection / Disconnect



Use the Disconnect command to terminate an active session.  



Connection / Send Are You There



Use the Send Are You There command to request the telnet server to display a message indicating the connection is still alive.  The message displayed depends on the telnet server.  The UNIX telnet server displays “[Yes]”.



Options / Backspace Key



Use the Backspace Key commands to set what character is sent when you type the keyboard backspace key.  Use DEL to send a DEL character.  Use Backspace to send a Control-H.



Options / Terminal Emulation



Use the Terminal Emulation commands to set what form of terminal emulation to use.  This depends on what is supported by the host you are logged onto.  The options are VT100, TTY, and RAW.  VT100 is commonly supported by all telnet servers.



Help / Help With Telnet



Use the Help With Telnet command to display a Windows Help file for the telnet application.



Help / About



Use the About command to display version information for the telnet application.

�TFTP Server



TFTP is the TCP/IP Trivial File Transfer Protocol.  TFTP can be used for general file transfer, but it is normally only used by devices to download executable boot files.  TFTP includes two programs, a server and client.  



The TFTP server is started by double clicking the TFTPD icon in the SNMPc 4.0 Program Manager group.  The TFTP server listens for file transfer requests and sends/receives files to/from TFTP clients.  Usually TFTPD is set up to run when Windows is started and is only used to transfer files from the local computer to TFTP clients.



The following shows the TFTPD application window, which displays a log of file transfer connections from remote hosts.



�



The TFTPD menus are described below.



File / Set Root



Use the Set Root command to set the top level directory which TFTPD will use.  TFTPD will only transfer files to / from a directory below the root directory.  Also, when transferring a file to the local computer, the file must already exist and must not be read-only.  For security reasons, you should not set the root to the top level of any drive.



File / Exit



Use the Exit command to exit TFTPD.



Help / Help With TFTPD



Use the Help With TFTPD command to display a Windows Help file for TFTPD.



Help / About



Use the About command to display version information for TFTPD.

�TFTP Client



The TFTP client is started by double clicking the TFTP icon in the SNMPC 4.0 Program Manager group.  The TFTP client can be used to transfer files from another machine which is running a TFTP server.  Generally you will only use the TFTP client to test access to a server.  For general file transfer the FTP program is more commonly used (not included with SNMPc).





Use the File / Connect command to set the IP address of the remote host.  The following dialog box prompts for an address.



�



Use the File / Get command to transfer a file from the remote host to the local host.  The following dialog box prompts for the remote and local file names.  If you do not specify a full path for the remote file name, it will be taken directly from the TFTP server root directory.



�



Use the File / Put command to transfer a file from the local host to the remote host.  The following dialog box prompts for the local and remote file names.



�



Use the File / XferMode command to select the Octet (binary) or Netascii (text) transfer modes.  



Use the File / Exit command to exit TFTP. 



Use the Help / Help With  TFTP command to display a Windows help file for TFTP.



Use the Help / About command to display version information for TFP.

�Bootp



Bootp is a standard TCP/IP application that is used for setting device IP addresses and downloading executable boot images.  The bootp program is started from the Bootp icon in the SNMPc 4.0 Program Manager group.  However, you will normally want to start bootp automatically when Windows starts.



Each of the bootp menus is described below.



File / Set Database File 	



Use the Set Database File command to set the full path name of the bootp database file.  The database file is a text file that describes client IP addresses and boot file.  The format of this file is described below in the Bootp Database File section.



File / Set Logfile		



Use the Set Logfile command to specificy the name of  the log file.  If  this is not specified, then logging information will only go to the screen.



File / Edit Database File	



Reads the database file into the Notepad editor.



File / Exit			



Use the Exit command to stop terminate the bootp application.



Options / Use ciaddr		



Instructs BOOTP to use the address that the client specifies in its ciaddr field for unicast boot replies.



Options / Use Broadcast Flag	



Instructs BOOTP to obey the broadcast bit in the flags field of the client boot request packet.



Help / Help



Displays the Bootp help file.



Help / About



Displays version information for bootp.



�Bootp Database File



Bootp operates from a database file describing the devices it will service and the IP addresses and boot files used by the devices.  The database file is a text file that can be viewed and modified with any text editor.  The bootp File / Edit Database command uses Notepad to edit this file.



The file is split into two sections: the boot file alias section, and the client network data area.  The boot file alias area describes the names of the boot files, and the aliases by which they can be referred in the client network data area.



Anything in the database file following a pound (#) sign will be ignored as a comment.



The boot file alias section is defined as follows:



The first boot file specified is the default bootfile, if the client doesn’t specify one in its boot request packet.  The remaining lines in the boot file alias area are in the form of alias fullpath where an alias refers to the boot file specified by fullpath.  These aliases are used in the client network data area.



The end of the boot file alias area is delimited by a percent sign (%) in the first column.  Anything following the % sign on the same line is ignored.



Directly following the boot file alias area is the client network data area.  This is made up of several fields which tell bootp what information to send back to the individual clients on the network.  The format of each line is



	Hostname HardwareType HardwareAddr IPaddr VendorInfo BootFile Suffix



Hostname is the human readable name of the client.



HardwareType is the type of hardware that is running the network.   Currently the only supported type of hardware is 1 (Ethernet, as defined in the Assigned Numbers RFC.)



HardwareAddr is the hardware address of the Ethernet card.



IPaddr is the IP address of the client.



VendorInfo is the name of a file that contains vendor specific information (See Vendor Specific Information below) or NONE if there is no vendor specific information.



BootFile is the absolute pathname of a boot file, or is an alias specified in the bootfile alias section of the database file.



Suffix is a string that will be added to the end of the boot file name when bootp is attempting to locate the bootfile.  If  a bootfile with the suffix cannot be found, bootp will search for one without the suffix.  This feature allows a logical method for organizing boot files. 

�

The following is a sample database file:



# this is a test database file for bootp



# this first boot file is the default boot file:



\boot\defboot



# these are other boot file aliases:



#      alias       bootfile



foo     \ boot\fooboot

bar     \ boot\barboot

baz     \ boot\bazboot.



% <-- this delimits the start of the database section of the file



#     hostname     htype  hardwareaddr     ipaddr        vend       alias  suffix



ant          1  11.11.11.11.11.11  1.1.1.1       NONE         foo     a

bear        1  22.22.22.22.22.22  2.2.2.2       NONE         bar     b

cat          1  33.33.33.33.33.33  3.3.3.3       NONE         baz     c

dog          1  44.44.44.44.44.44  4.4.4.4       NONE         foo

elephant  1  55.55.55.55.55.55  5.5.5.5  \ boot\vend



Vendor Specific Information



Bootp can be instructed to fill the vend field of the bootp reply packet with vendor specific information.  This information is sent to the client for it to decode.  Each vendor specific information file consists of  lines in the form:



	Label=Value



Any line beginning with a pound sign (#) is ignored as a comment.



The vend field of the BOOTP packet is only 64 bytes long.  BOOTP will attempt to pack it as full as it can, but you should make sure that all your information fits.  



The main entries you will need to make are for the client subnet mask and default gateway.   The following describes these two entries.  Other entry types are described on-line in the bootp Help file.



	SubnetMask - one IP-style address to use as a subnet mask

	Router - takes a list of space delimited router IP addresses
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